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Abstract of the contribution: This contribution is intended to give the principle to normative in KI#2 of FS_AIMLsys. 

1.
Discussion
The Key Issue #2 includes two aspects:
-
Whether and for which purpose there is a need for 5GC to expose information or data analytics to the UE, and what are the information or data analytics that can be provided by 5GC to the UE to assist the Application AI/ML operation at the UE side.

-
How the 5GC exposes such information or data analytics to the UE.
All of the solutions that related to KI#2 clarifies the information related to Analytic ID from NWDAF can be delivered to UE, to enabler AI/ML operation in UE. 
For the bullets of KI#2 above, they can be broken down into the following questions to evaluate one by one. 

1#
What information should be delivered to UE by 5GC? And the benefit of UE to receive the analytic from network.

2#
How to UE request analytic from 5GC? By control plane or user plane, or both is ok? How to 5GC deliver analytic to UE? By control plane or user plane, or both is ok?

3#
How to 5GC authorize that this UE can receive the analytic information? 

4#
How to 5GC determine the NWDAF according to UE request? 
5#
How to perform UE ID retrieval in UP solutions? 

2.
Proposal
It is proposed to capture the following changes into TS 23.700-85.
* * * * First change * * * *

7
Overall Evaluation

Editor's note:
This clause will provide evaluation of different solutions.
7.X
Evaluation and principle on KI#2

The Key Issue #2 includes two aspects:

-
Whether and for which purpose there is a need for 5GC to expose information or data analytics to the UE, and what are the information or data analytics that can be provided by 5GC to the UE to assist the Application AI/ML operation at the UE side.

-
How the 5GC exposes such information or data analytics to the UE.
For the bullets of KI#2 above, they can be broken down into the following questions to evaluate one by one. 

#1
What information should be delivered to UE by 5GC? And the benefit of UE to receive the analytic from network.

#2
How to UE request analytic from 5GC? By control plane or user plane, or both is ok? How to 5GC #deliver analytic to UE? By control plane or user plane, or both is ok?

#3
How to 5GC authorize that this UE can receive the analytic information? 

#4
How to 5GC determine the NWDAF according to UE request? 

#5
How to perform UE ID retrieval in UP solutions? 

For bullet #1, all of the solutions that related to KI#2 describe that some of the Analytic in NWDAF can be requested by UE, and delivered by 5GC to UE. 

And all of the solutions have described that the Analytic from NWDAF has benefit for application layer to decide AI/ML operation, for example, the decision of split of model, alerting about the QoS degradation or traffic congestion. But there still two aspect that unclear for the benefits: 
· Firstly, if the analytic is consumed by the application layer, so it should be clarified how to UE deliver such analytic to application layer. 

· If the analytic is received from DCAF, how to UE transfer this analytic to the consumer applications on application layer? 

· If the analytic is received from NAS layer, how to UE deliver this analytic to the consumer applications on application layer?
· Secondly, as the ENs in each solution describes, all of the benefits to consume the analytic is from application layer, but no UE behavior or benefits from UE are described. The analytic benefits the application layer doesn’t equal to the analytic benefit the UE. 

So, if the KI#2 to be normative, the unclear issues should be determined first. 
For bullet #2, there exists the main differences between the solutions. For UE request analytic, there exists two potential ways: user plane and control plane. For UE receiving the analytic, there also exists two potential ways: user plane and control plane. 
The related solutions to bullet #2 including Sol#2, Sol#3, Sol#4, Sol#5, Sol#8, Sol#29, Sol#30, Sol#31. See the summary below: 

Table 7.X-1: Summary potential ways for UE to request/receive analytic from 5GC
	Sol
	Request Analytic
	Receive Analytic
	Other description

	
	UP
	CP
	UP
	CP
	

	Sol#2
	X
	
	X
	
	UP only. UE ID Retrieval based on DCAF/ NWDAF/NEF

	Sol#3
	
	X
	
	X
	CP+UP. Request/Receive by PDU session related procedure

	Sol#4
	X
	
	X
	X
	CP+UP. The NWDAF decides either control plane or user plane to deliver the analytic. Control plane is PDU session related procedure.

	Sol#5
	
	X
	X
	X
	CP+UP. The UE requests analytic via registration request. 

	Sol#8
	X
	
	X
	X
	CP+UP. The UE receives the analytic via session related NAS procedure.

	Sol#29
	X
	X
	
	X
	CP+UP. The UE negotiates the parameter with AF, and the AF triggers the analytic request to SMF

	Sol#30
	X
	
	X
	
	UP only. AF translates the requirements from UE to the standard parameters in 5GC

	Sol#31
	
	X
	
	X
	CP only. After UE receives the analytic from DL NAS, the UE negotiates with application server to adjust AIML operation


For UP solutions: 
The user plane solutions have the following advantages: 

· It reuses the DCAF that introduced in eNA R17 for tunnel to deliver the analytic. The UE requests the analytic towards DCAF in PDU session, the parameters in request including the Analytic ID that defined in NWDAF. And the DCAF receives the analytic from NWDAF, and delivers the analytic to UE via PDU session between UE and DCAF.
· This procedure is similar to the data collection defined in R17, and has the minimum impact to existing architecture. And the details between UE and DCAF belongs to the SA4. 
· Due to the analytic information from NWDAF are all user plane data, not control signal, so it is more prefer to use the user plane to deliver the data.
· If the analytic is consumed by application itself, it can directly receive the analytic from DCAF and without any UE enhancement.
Also, the user plane procedure has minimum impact to 5GC network elements, and no control plane enhancement or NAS enhancement. 
So, it is recommended to normative request/receive analytic from 5GC by user plane. 
For CP solutions: 
For control plane solution, the UE requests/receives the analytic from 5GC by two ways: 

· Represented by Sol#2: the UE requests the analytic in UL NAS to SMF, and SMF subscribes or obtains the analytic information from NWDAF and deliver the information to UE via PDU session related NAS messages.
· Represented by Sol#31: the UE requests the analytic in UL NAS to AMF, and AMF subscribes or obtains the analytic information from NWDAF and deliver the information to UE via UL NAS messages. This NAS messages is newly defined. 
The control plane procedure has the following impacts to existing 3GPP architectures, describes below: 

· It extends the NAS messages to request and receive analytic information from 5GC. 
· The NAS messages generally are used for the control plane signal delivery, and the analytic information belongs to the application data which doesn’t comply with the functions of NAS messages.
· The AMF or SMF should understand or recognize the newly introduced parameters in UE request, and the SMF/AMF represents UE to request or receive the analytic. 
· If the final consumer of analytic is UE OS, except NAS related impact, the UE modem should delivery the analytic from modem to UE OS. If the final consumer of analytic is UE APP, this requests to define a new UE behavior or capability that UE modem delivers the analytic to application directly or delivers the analytic to application via UE OS. This is potential UE OS impact or potential new UE capability. 
The control plane solutions need more 5GC and UE impact to coordinate, and has lower compatibility. 
So, it is not recommended to normative request/receive analytic from 5GC by control plane. 
For UP+CP solutions: 
Some of the solutions describe the UE can request analytic from either UP or CP, and the 5GC network can decide the way of delivering the analytic. 

Except the disadvantages of CP solutions to request/deliver analytic, but there exist main defects of this UP+CP combination: 

· The subscribed data and obtained data by UE have different sources, this will cause the UE doesn’t know Which analysis request corresponds to this analysis. For example, if UE requests the analytic from DCAF, after receiving analysis results from DCAF, the UE can correspond to each subscription request one by one according to the endpoint address. But if the UE receives the analytic information from CP, the UE doesn’t know the which application requests the subscription and the application does not know which request the analysis result corresponds to. 
· The decision conditions should be set in SMF. Due to there are several ways to deliver the analytic to UE, the SMF should have the conditions to judge which way to use. 
· Another new NAS procedure should be introduced. Due to both the CP and UP resource are allocated to transfer the analytic, this is the twice of the resource allocation for network.
So, it is not recommended to normative request/receive analytic from 5GC by CP+UP.
For bullet #3, all of the solutions that related to KI#2 describe that not all of the analytic can be delivered to UE. And it depends on the UE subscription. 
It is reasonable that the UE can subscribe the service from MNO about analytic exposure. And when UE requests analytic towards the 5GC, the 5GC should check the UE subscription first and decide whether such analytic in UE request can be exposed to UE. 

But one remaining issue should be solved. If the analytic information is exposed to UE, it is ok for 5GC to directly check the subscription in UDM. But, if the consumers of analytic is the application on UE, except the authorization of UE, how to guarantee that the application is also authorized to receive or consume the analytic? This issue should have more clarification in normative. 
How to authorize that the application on UE can consume the analytic from UE/5GC should be discussed in normative phase.

For bullet #4, all of the solutions that related to KI#2 describe that the potential NWDAF should be discovered first according to the UE request. 
The NWDAF discovery can be triggered by DCAF or SMF/AMF in either UP and CP solutions. During the NWDAF discovery procedure in NRF, the analytic ID is mandatory because not all of the analytic are supported by NWDAF. 

But for other parameters in NWDAF discovery, for example, the S-NSSAI, it is still unclear. Because it is unclear how application or UE provides the S-NSSAI to DCAF. 

It needs more discussion in TS phase that how to provide the parameters for NWDAF discovery.
For bullet #5, the UP solutions have the problem of retrieval of UE ID. 

The DCAF can only recover the UE IP address but the interaction between DCAF and NWDAF needs the UE ID. In R17, the UE ID retrieval has been discussed and both NWDAF based and DCAF based mechanism are acceptable. 

But in the procedure of solution 2, that UE ID retrieval procedure in the UP based solutions don’t efficient. 

1) In step 2 of 6.2.2.2.1 of Sol#2, before DCAF triggers the NWDAF discovery, the DCAF performs the UE ID retrieval
2) And in step 3b of 6.2.2.2.1 of Sol#2, the NEF performs another GPSI to SUPI mapping before sending request to NWDAF, in untrusted situation. 
In each of the UE ID retrieval or mapping, there are complex procedure to map UE IP to UE ID, and map UE GPSI to UE SUPI. So, in normative phase, more convenient and efficient procedure should be defined. 
8
Conclusions

Editor's note:
This clause will list conclusions that have been agreed during the course of the study item activities.
The following principles are recommended for normative for KI#2 of analytic exposure to UE:

· It is recommended normative the procedure to expose the analytic information from 5GC to UE. But the benefits of the exposure to both UE and application on UE should be clarified in normative.

· It is recommended to normative the procedure of request/receive analytic from DCAF by user plane. But the enhanced UE function and behaviour should be decided in normative phase because the UE should transfer analytic information to the consumer applications on application layer, this request a new UE capability. 
· It is not recommended to normative the procedure of request/receive analytic from 5GC by control plane. 
· It is not recommended to normative the procedure of request/receive analytic from 5GC by control plane + user plane.
· How to authorize that the UE and the application on UE can consume the analytic from UE/5GC should be discussed in normative phase. The authorized procedure is based on the subscription data in UDM.
· It needs more discussion in TS phase that how to provide the necessary parameters for NWDAF discovery that related to UE request of analytic.
· It is recommended to define more convenient and efficient procedure of UE ID retrieval in order to reduce the frequent interaction between DCAF and 5GC.
* * * * End of changes * * * *
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